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BioSAS™  Biometrics Secure Authentication System

• Relevance to STRICOM public:
- BioSAS™ was developed to provide increased network security for the defense

industry.  BioSAS™ is currently being used by a division of the US Navy.

• The BioSAS™ presentation will demonstrate the use of fingerprint recognition
technology to authenticate users on to Windows NT networks.  BioSAS™
consists of two major modules and has a third optional module.

• NT Logon Module requires the use of a fingerprint to complete the logon
process.

• The BioSL (Biometrics Secure Lock) Secure Screen Saver, locks the
workstation after the system has been idle for an administrator defined time-out
period.

• Web site: http://www.biofirst.com
• Secure Web Access Module (Optional)
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FEATURES


